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(57) ABSTRACT 
A user may have a device that contains the user's identity. 
Rather than log into a second device that user may make use 
of the fact that the user is already logged into a device as 
disclosed herein. The user may perform a gesture that may be 
observed or sensed by one or more sensors on a first device 
and a second device that contains the user's identity. A cor 
relation between the sensor data may be performed and, if the 
correlation value exceeds a threshold value, a portion of the 
user's identity may be shared with the first device. 

25 Claims, 6 Drawing Sheets 
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AUTOMATIC DEVICE LOGIN BASED ON 
WEARABLE SENSORFUSION 

BACKGROUND 

Devices may be considered as belonging to two type 
classes. A first type of device (“Type 1) may be one in which 
a user is logged into or that has an account associated with it, 
Such as a Smartphone, watch, tablet, or wearable computer 
with a head mounted display. A second type (“Type 2') may 
be one in which a user is not logged into. Such as a public 
computer, television, or a friend's laptop. Typically, a Type 1 
device is configured to a user's preferences. For example, the 
users internet bookmarks, browsing history, saved files or 
documents, login credentials, etc. Typically, a user would 
need to log into the Type 2 device, by providing a user name 
and password for example, if the user would like the Type 2 
device to be configured according to the user's preferences. 

BRIEF SUMMARY 

According to an implementation of the disclosed subject 
matter, a first indication may be received. The first indication 
may be based on agesture detected by a first sensor connected 
to a first device to which a first identity is not associated. The 
gesture may correspond to a time reference. A second indi 
cation may be received based on the gesture detected by a 
second sensor connected to a second device to which the first 
identity is associated. At least part of the first identity may be 
associated with or to the second device based on the similarity 
between the first indication and the second indication. 

In an implementation, a first indication may be received. 
The first indication may be based on a gesture detected by a 
first sensor connected to a first device to which a first identity 
is not associated. The gesture may correspond to a time ref 
erence. A second indication may be received based on the 
gesture detected by a second sensor connected to a second 
device to which the first identity is associated. The first indi 
cation and the second indication may be correlated to obtain 
a correlation value. The correlation value may be determined 
to be above a threshold value. At least part of the first identity 
may be associated with or to the second device based on the 
determination that the correlation value is above the threshold 
value. 

In an implementation, a system is provided that includes a 
first device and a second device. A first identity may not be 
associated with the first device. The first device may include 
a first processor, a display, and at least one first sensor. The 
first device may be configured to receive a first indication 
based on a gesture detected by the at least one first sensor. The 
gesture may correspond to a time reference. The first device 
may receive a second indication based on the gesture detected 
by a second sensor connected to a second device to which the 
first identity is associated. It may correlate the first indication 
and the second indication to obtain a correlation value and 
determine that the correlation is above a threshold value. The 
first device may associate at least a part of the first identity to 
the second device based on the determination that the corre 
lation is above the threshold value. The second device, to 
which the first identity is associated, may include a second 
processor and at least one second sensor. It may be configured 
to provide the second indication to the first device based on 
the gesture detected by the at least one second sensor. The 
second device may provide the at least a part of the first 
identity to the first device. 

According to an implementation, a server may receive a 
first indication based on a gesture detected by a first sensor 
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2 
connected to a first device to which a first identity is not 
associated. The gesture may correspond to a time reference. 
The server may receive a second indication based on the 
gesture detected by a second sensor connected to a second 
device to which the first identity is associated. It may correlate 
the first indication and the second indication to obtain a cor 
relation value and determine that the correlation value is 
above a threshold value. The server may provide a third 
indication to at least one of the first device and the second 
device. The third indication may be based on the determina 
tion that the correlation value is above the threshold value. 
The third indication may be a basis for the second device to 
provide at least a portion of the first identity to the second 
device. 

In an implementation, a system is disclosed that includes a 
server, a first device, and a second device. The server may 
include a server processor and be configured to receive a first 
indication based on a gesture detected by a first sensor con 
nected to a first device to which a first identity is not associ 
ated. The gesture may correspond to a time reference. The 
server may receive a second indication based on the gesture 
detected by a second sensor connected to a second device to 
which the first identity is associated. The server may correlate 
the first indication and the second indication to obtain a cor 
relation value and determine that the correlation value is 
above a threshold value. The server may provide a third 
indication to at least one of the first device and the second 
device. The third indication may be based on the determina 
tion that the correlation value is above the threshold value. 
The third indication may be a basis for the second device to 
provide at least a portion of the first identity to the second 
device. The first device may include a first processor and at 
least one first sensor. The first device may be configured to 
detect the gesture by the at least one first sensor. The first 
device may send the first indication of the gesture to the 
server. The second device may include a second processor 
and at least one second sensor. The second processor may 
detect the gesture by the at least one second sensor and send 
a second indication of the gesture to the server; 
An advantage of the implementations disclosed herein is 

that a device on which a user's identity is already present may 
be utilized to configure, according to the user's preferences, a 
second device that does not have the user's identity. Addi 
tional features, advantages, and implementations of the dis 
closed subject matter may be set forth or apparent from con 
sideration of the following detailed description, drawings, 
and claims. Moreover, it is to be understood that both the 
foregoing Summary and the following detailed description 
provide examples of implementations and are intended to 
provide further explanation without limiting the scope of the 
claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The accompanying drawings, which are included to pro 
vide a further understanding of the disclosed subject matter, 
are incorporated in and constitute a part of this specification. 
The drawings also illustrate implementations of the disclosed 
subject matter and together with the detailed description 
serve to explain the principles of implementations of the 
disclosed Subject matter. No attempt is made to show struc 
tural details in more detail than may be necessary for a fun 
damental understanding of the disclosed subject matter and 
various ways in which it may be practiced. 

FIG. 1 shows a computer according to an implementation 
of the disclosed subject matter. 
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FIG. 2 shows a network configuration according to an 
implementation of the disclosed Subject matter. 

FIG. 3 is an example method for associating a first identity 
with a first device based on agesture correlation with a second 
device as disclosed herein. 

FIG. 4 is an example of how a correlation value may be 
obtained between the first device and second device. 

FIG. 5 is an example system for associating a first identity 
with a first device based on agesture correlation with a second 
device according to an implementation. 

FIG. 6 is an example method for associating a first identity 
with a first device based on agesture correlation with a second 
device using a server intermediary as disclosed herein. 

FIG. 7 is an example system for associating a first identity 
with a first device based on agesture correlation with a second 
device using a server intermediary as disclosed herein. 

DETAILED DESCRIPTION 

The disclosed system can combine signals from sensors on 
two devices, one of which a user is logged into, a Type 1 
device, and the other which the user is not, a Type2 device, to 
instill the user's identity, or portion thereof, from the logged 
in Type 1 device into the Type 2 device. For example, a signal 
from a user's gesture on a touchscreen of the Type 2 device 
(such as a public workstation) can be correlated with a signal 
from an accelerometer of a Smart watch (Type 1 device) being 
worn on the gesturing arm of the user to produce a signature 
for the user. If the signals received or detected by each 
device's sensors correlate, user identity information associ 
ated with the Smart watch can be instilled into the public 
workstation. For example, the signature can be used to logon 
to the user workstation, to provide a credential to an applica 
tion being accessed by the user through the workstations, etc. 

The two devices can be networked and discover each other. 
A discovery protocol may be utilized that enables at least one 
of the devices to learn about the other one. For example, a 
managed DNS broadcast may be used and devices on the 
same broadcast may be discovered and paired. Once discov 
ered, a network connection may be established between the 
devices (e.g., a TCP socket, Bluetooth socket, radio broad 
cast, etc.). After a connection is established, sensor data may 
be collected on or by both devices (e.g., the Smart watch and 
the public computer). For the watch, data may be obtained 
from the inertial motion unit (“IMU) such as a compass, a 
gyroscope, an accelerometer, or a combination thereof. For 
the public computer, a camera or touch screen may obtain 
data from the gesture made by the user. For example, the 
watch's acceleration magnitudes may be compared to an 
estimation of acceleration magnitudes obtained from touch 
screen from the public computer. Data may be collected after 
discovery and shared, but may also be collected before dis 
covery and be stored for sharing after the two devices can 
communicate with each other. 

After collecting and sharing the sensor data, the data from 
each sensor may be correlated. The correlation may be per 
formed by an application operating on the Type 1 device, 
Type 2 device, or a remote server. In the above example, the 
two streams of acceleration values from the touchscreen of 
the public computer and the Smart watch's accelerometer can 
be correlated to see if they are close enough to one another in 
time. The acceleration data can be sent from one device to the 
other or to a remote server for the purposes of determining a 
correlation value. Both signals can be resampled on the 
receiving device and correlated. If the correlation value 
exceeds a minimum threshold value, the user can be logged 
on to the Type 2 device; otherwise, login fails. Other tech 
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4 
niques may be utilized to correlate the data as well. Such as 
comparing discrete features from the two streams. 

In an implementation, the user can be required to use a 
variable path gesture rather than a fixed swipe in order to 
unlock the Type 2 device. In another implementation, the user 
may utilize a secret unlock pattern specific to the user to 
Succeed in logging in to the Type 2 device. This can provide 
a second factor for authentication, the first factor being an 
above-threshold correlation between data gathered by the two 
sensors for the same gesture. The non-logged-in device does 
not need to be stationary. For example, a user can unlock a 
shared tablet with a gesture using a Smart watch on the ges 
turing arm to enable identity sharing. Wearable Type 1 
devices can be, for example, watches, bracelets, rings, etc. 
Data from more than one sensor on a Type 1 and/or Type 2 
device can be used. Sensor data from more than two devices 
can be used. For example, a gesture by a user wearing a Type 
1 device seeking to logonto a Type 2 device may be sensed by 
a third device (either Type 1 or Type 2). The data from the 
third device can be correlated with data from the first Type 1 
device, the first Type 2 device or both. If all three signals 
correlate, then the user can be automatically logged on to the 
first Type 2 device. 

There are several possible consequences of a successful 
correlation. In an implementation, the Type 2 device may be 
unlocked so that the user can utilize it or provide additional 
credentials to access applications and data. In another imple 
mentation, one or more user credentials (user ids, passwords) 
can be sent from the Type 1 device to the Type 2 device. In 
another implementation, a user environment (e.g., user profile 
data, user data, applications, etc.) can be sent to the non 
logged-in-device. 

Implementations of the presently disclosed Subject matter 
may be implemented in and used with a variety of component 
and network architectures. FIG. 1 is an example computer 20 
suitable for implementations of the presently disclosed sub 
ject matter. The computer 20 includes a bus 21 which inter 
connects major components of the computer 20, Such as a 
central processor 24, a memory 27 (typically RAM, but which 
may also include ROM, flash RAM, or the like), an input/ 
output controller 28, a user display 22, Such as a display 
screen via a display adapter, a user input interface 26, which 
may include one or more controllers and associated user input 
devices such as a keyboard, mouse, and the like, and may be 
closely coupled to the I/O controller 28, fixed storage 23, such 
as a hard drive, flash storage, Fibre Channel network, SAN 
device, SCSI device, and the like, and a removable media 
component 25 operative to control and receive an optical disk, 
flash drive, and the like. 
The bus 21 allows data communication between the central 

processor 24 and the memory 27, which may include read 
only memory (ROM) or flash memory (neither shown), and 
random access memory (RAM) (not shown), as previously 
noted. The RAM is generally the main memory into which the 
operating system and application programs are loaded. The 
ROM or flash memory can contain, among other code, the 
Basic Input-Output system (BIOS) which controls basic 
hardware operation Such as the interaction with peripheral 
components. Applications resident with the computer 20 are 
generally stored on and accessed via a computer readable 
medium, Such as a hard disk drive (e.g., fixed storage 23), an 
optical drive, floppy disk, or other storage medium 25. 
The fixed storage 23 may be integral with the computer 20 

or may be separate and accessed through other interfaces. A 
network interface 29 may provide a direct connection to a 
remote server via a telephone link, to the Internet via an 
internet service provider (ISP), or a direct connection to a 



US 8,928,587 B1 
5 

remote server via a direct network link to the Internet via a 
POP (point of presence) or other technique. The network 
interface 29 may provide Such connection using wireless 
techniques, including digital cellular telephone connection, 
Cellular Digital Packet Data (CDPD) connection, digital sat 
ellite data connection or the like. For example, the network 
interface 29 may allow the computer to communicate with 
other computers via one or more local, wide-area, or other 
networks, as shown in FIG. 2. 
Many other devices or components (not shown) may be 

connected in a similar manner (e.g., document Scanners, digi 
tal cameras and so on). Conversely, all of the components 
shown in FIG. 1 need not be present to practice the present 
disclosure. The components can be interconnected in differ 
ent ways from that shown. The operation of a computer Such 
as that shown in FIG. 1 is readily known in the art and is not 
discussed in detail in this application. Code to implement the 
present disclosure can be stored in computer-readable storage 
media such as one or more of the memory 27, fixed storage 23, 
removable media 25, or on a remote storage location. 

FIG. 2 shows an example network arrangement according 
to an implementation of the disclosed subject matter. One or 
more clients 10, 11, Such as local computers, Smartphones, 
tablet computing devices, and the like may connect to other 
devices via one or more networks 7. The network may be a 
local network, wide-area network, the Internet, or any other 
Suitable communication network or networks, and may be 
implemented on any suitable platform including wired and/or 
wireless networks. The clients may communicate with one or 
more servers 13 and/or databases 15. The devices may be 
directly accessible by the clients 10, 11, or one or more other 
devices may provide intermediary access such as where a 
server 13 provides access to resources stored in a database 15. 
The clients 10, 11 also may access remote platforms 17 or 
services provided by remote platforms 17 such as cloud com 
puting arrangements and services. The remote platform 17 
may include one or more servers 13 and/or databases 15. 
More generally, various implementations of the presently 

disclosed Subject matter may include or be implemented in 
the form of computer-implemented processes and appara 
tuses for practicing those processes. Implementations also 
may be implemented in the form of a computer program 
product having computer program code containing instruc 
tions implemented in non-transitory and/or tangible media, 
such as floppy diskettes, CD-ROMs, hard drives, USB (uni 
versal serial bus) drives, or any other machine readable stor 
age medium, wherein, when the computer program code is 
loaded into and executed by a computer, the computer 
becomes an apparatus for practicing implementations of the 
disclosed subject matter. Implementations also may be imple 
mented in the form of computer program code, for example, 
whether stored in a storage medium, loaded into and/or 
executed by a computer, or transmitted over some transmis 
sion medium, Such as over electrical wiring or cabling, 
through fiber optics, or via electromagnetic radiation, 
wherein when the computer program code is loaded into and 
executed by a computer, the computer becomes an apparatus 
for practicing implementations of the disclosed Subject mat 
ter. When implemented on a general-purpose microprocessor, 
the computer program code segments configure the micro 
processor to create specific logic circuits. In some configura 
tions, a set of computer-readable instructions stored on a 
computer-readable storage medium may be implemented by 
a general-purpose processor, which may transform the gen 
eral-purpose processor or a device containing the general 
purpose processor into a special-purpose device configured to 
implement or carry out the instructions. Implementations 
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6 
may be implemented using hardware that may include a pro 
cessor, Such as a general purpose microprocessor and/or an 
Application Specific Integrated Circuit (ASIC) that imple 
ments all or part of the techniques according to implementa 
tions of the disclosed subject matter in hardware and/or firm 
ware. The processor may be coupled to memory, such as 
RAM, ROM, flash memory, a hard disk or any other device 
capable of storing electronic information. The memory may 
store instructions adapted to be executed by the processor to 
perform the techniques according to implementations of the 
disclosed Subject matter. 

In an implementation, as shown in the example provided in 
FIG. 3, a first indication may be received based on a gesture 
detected by a first sensor connected to a first device to which 
a first identity is not associated (e.g., a Type 2 device) at 310. 
As stated earlier, the first device may be a public workstation 
or computer and it may have other user identities associated 
with it or previously associated with it; however, it does not 
have the first identity associated with it. Sensors, such as a one 
or more cameras or touch-sensitive areas, connected to the 
first device may be utilized to detect a gesture. The first 
indication may correspond to the data generated by the sen 
sors or the processed data. For example, a processor may 
perform gesture recognition on data provided by an infrared 
camera and store in memory the identity of the gesture 
detected. 
The gesture may correspond to a time reference. Images 

received from a camera, for example, may be time stamped. 
The time reference may be used, as described below, as a basis 
to correlate data obtained from sensors from a second device. 
For example, a second device may provide accelerometer 
data, gyroscope data, and/or compass data from its IMU and 
these data may be time stamped as well. The data from the 
IMU of the second device and the first device's camera data 
may be aligned based on the time references associated with 
each respective data set to determine if the gesture detected by 
the camera matches the accelerometerand/or compass data of 
the IMU. In some implementations, a time stamp is not nec 
essary; rather, the data provided from each device can be 
compared to determine, for example, if any gesture detected 
by the camera would match any pattern discerned from the 
IMU data of the second device. 
A second indication may be received based on the gesture 

detected by a second sensor connected to a second device to 
which the first identity is associated at 320. The second device 
may be, for example, a Smart watch, a Smartphone, a tablet, a 
laptop, etc. The first sensor and the second sensor may be the 
same. For example, both sensors may be a camera or a touch 
screen. The first identity may refer to an account, a user name, 
a user password, a browsing history, a bookmark, an elec 
tronic document, a picture, a video, etc. More than one sensor 
may provide an indication based on a gesture for the first 
device or the second device. For example, the second device 
may utilize its IMU data and a camera to detect the gesture 
and provide the second indication thereof. Similarly, the first 
device may utilize a camera and a touchscreen to detect the 
gesture and provide the first indication thereof. 

FIG. 3 illustrates two example processes. In one branch, 
represented at 330, at least a part of the first identity may be 
associated to the first device based on a similarity between the 
first indication and the second indication. A similarity may be 
determined based on the sensor data representing each of the 
first indication and the second indication. The sensor data 
may be compared to determine whether the pattern repre 
sented by the data for the first indication is similar to the 
pattern represented by the data for the second indication. In 
Some instances, a threshold value of similarity may be pre 
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defined. A similarity may be represented by a correlation or a 
pattern recognition, for example. If the similarity between the 
data generated by the first sensor and the data generated by the 
second sensor exceeds the threshold, then the first indication 
and the second indication may be deemed sufficiently similar 
Such that at least a portion of the first identity may be associ 
ated with the first device. 

In the other example process shown in FIG. 3, the first 
indication and the second indication may be correlated to 
obtain a correlation value at 340. Correlation may be per 
formed using a variety of techniques such as Pearson's cor 
relation coefficient or other methods known in the art for 
either linear or non-linear data including rank correlation 
coefficients. The correlation value may be determined to be 
above a threshold value at 350. The threshold value may be 
adjustable to increase the stringency of a match between the 
Type 1 device and the Type 2 device in order for the first 
identity to be associated with the Type2 device from the Type 
1 device. At least part of the first identity may be associated 
with the first device based on the determination that the cor 
relation is above the threshold value at 360. 
An example of how a correlation may be performed is 

provided in FIG. 4. In this example, the Type 2 device is a 
laptop computing device 410 and the Type 1 device is a Smart 
watch 420 (i.e., it contains the first identity). The devices may 
be discovered or paired initially by a number of methods, 
some of which are described below in more detail. In the 
provided example, the devices are communicating over TCP 
430. The laptop 410 may prompt the user to draw a pattern on 
the screen. The pattern may be preselected by the laptop 410 
or the user may draw a pattern at the user's discretion. In some 
instances, the pattern drawn by the user may not provide 
Sufficient data from which a statistically significant correla 
tion value can be derived. The user may be prompted to 
redraw a longer or more complicated pattern. Acceleration 
data 440 may be collected from the watch's IMU (specifi 
cally, the accelerometer). The touchscreen of the laptop 410 
may track the user's finger movements or cameras may be 
used to track the user's gestures if the user does not contact 
the screen. Acceleration data 450 may be derived directly 
from the touch input movements captured as the user traces or 
makes a pattern. Acceleration data 450 may be derived from 
the data obtained by the camera with respect to the user's 
gestures. For example, a camera may capture time stamped 
images of the users hand movements. As the user traces the 
pattern, the time stamped images may be utilized to determine 
the user's position relative to time and, consequently, accel 
eration. Once the acceleration data 440, 450 from each device 
have been obtained, they may be compared to obtain a corre 
lation value 460. 
A gesture may refer to a pattern that a user traces on a 

touchscreen or a movement of a portion of a body (such as 
head, hand, eyes, etc.) to express an idea. In some instances, 
a user may perform a gesture that is specific to the user and/or 
the first identity. Thus, performing the gesture in front of the 
first device post pairing of the first device and the second 
device may be sufficient to authenticate the first identity to the 
first device. Similarly, the type of gesture received by the first 
device may determine a level of access to the first identity or 
the first device. For example, a particular gesture may be 
associated with guest access privileges for the first identity 
that may allow access to bookmarks associated with the first 
identity. A different gesture may be used to obtain access to 
pictures and email associated with the first device. Still 
another gesture may be used to access pictures, email, docu 
ments, preferences, bookmarks, etc. associated with the first 
identity. 
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8 
In some configurations, each device may send its accelera 

tion data to a remote server or a server on the same network as 
both devices. The server may perform the correlation calcu 
lation and return to the devices an indication as to whether 
they match or are above a threshold value. In some configu 
rations, one of the two devices may perform the correlation 
calculation and provide an indication of whether or not the 
correlation value is above a threshold value. Upon receipt of 
an indication that the correlation value is sufficient or above a 
threshold value, at least a portion of the first identity may be 
received by the laptop. For example, the user may open a web 
browser on the laptop and make use of a browsing history 
and/or bookmarks. Certain applications, such as an email 
program or application, may be provided with the user's 
logon credentials. The portion of the first identity may remain 
associated with the Type2 device until the user logs out of the 
Type 2 device, disconnects the communication between the 
Type 1 and Type 2 device, and/or moves the Type 1 beyond a 
predetermined distance from the Type 2 device. In some 
configurations, the portion of the first identity associated with 
the first device may utilize the server as an intermediary 
instead of directly communicating the portion of the first 
identity between the first device and the second device. 

Discovering and/or pairing between the first device and the 
second device may be performed using a variety of methods. 
In some configurations, the second device may receive a 
prompt that the first device is available when the second 
device connects to the same network to which the first device 
is connected. In instances where there is more than one first 
device, the user may be asked to input a serial number or pin 
for the specific first device with which the user would like to 
pair the second device. Upon entering the serial number into 
the prompt, the user may be asked to trace the pattern on the 
first device. Other methods of pairing may be used such as 
Bluetooth or near-field communication. In some configura 
tions, a user may be asked to Scan, with the second device, a 
QR code that takes the user to a web page which will open a 
web page through which the user may link the first device and 
the second device. Other mechanisms of discovering a device 
are known and may be used in combination with implemen 
tations disclosed herein. 
The second device may be determined to be within a 

threshold distance of the first device. For example, after pair 
ing the first device and the second device, a proximity sensor 
Such as a depth camera on the first device may be used to 
determine the distance between the user and the first device. 
In the event the user exceeds a threshold distance, communi 
cation or pairing between the first device and the second 
device may be terminated. For example, if the first device is a 
laptop, a camera on the laptop may ascertain that the user is 
withina half meter from the camera. If the user moves beyond 
one meter away from the laptop, a processor on the laptop that 
is connected to the camera may determine that the user has 
exceeded a threshold distance (e.g., that is set at one meter) 
and disconnect the second device from the first device. Dis 
connecting the first device from the second device may refer 
to cessation of communication between the two devices and/ 
or that the first identity is no longer shared with the first 
device. The first device may remove authentication associ 
ated with the first identity from its memory such that a sub 
sequent user cannot use the first device using a portion of the 
first identity. Audio chirps may be used between the first 
device and second device to ascertain proximity of the two 
devices to one another as well. 

In an implementation, an example of which is provided in 
FIG. 5, a system is provided that includes a first device 510 
and a second device 540. The first device may not have the 
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first identity associated with it. It may include a first processor 
520, a display 525, and at least one first sensor 530. The first 
processor 520 of the first device 510 may be configured to 
receive a first indication based on a gesture detected by the at 
least one first sensor, the gesture corresponding to a time 
reference. It may receive a second indication based on the 
gesture detected by a second sensor connected to a second 
device 540 to which the first identity is associated. As 
described above, the first processor 520 may associate at least 
a part of the first identity to the first device based on a simi 
larity between the first indication and the second indication. 
In some configurations, the first processor 520 may correlate 
the first indication and the second indication to obtain a cor 
relation value; and determine whether the correlation value is 
above a threshold value. The first processor 520 may associ 
ate at least a part of the first identity to the second device based 
on the determination that the correlation is above the thresh 
old value. For example, the second device 540 may receive an 
indication of the correlation value and permit access to at least 
a portion of the first identity by the first device. The second 
device 540 to which the first identity is associated may 
include a second processor 550 and at least one second sensor 
560. The second processor 550 may be configured to provide 
a second indication to the first device 510 based on the gesture 
detected by the at least one second sensor 560. It may provide 
the at least a part of the first identity to the first device 510 
based on the determination of the correlation value and/or that 
it exceeds the threshold value. In some configurations, a 
determination of the correlation value and/or threshold value 
may be performed by the second processor or a server that is 
remote from the first device and/or second device. 

In an implementation, an example of which is provided in 
FIG. 6, a server may receive a first indication based on a 
gesture detected by a first sensor connected to a first device to 
which a first identity is not associated at 610. As described 
above, the gesture may be associated with a time reference. 
The server may receive a second indication based on the 
gesture detected by a second sensor connected to a second 
device to which the first identity is associated at 620. For 
example, the first device and the second device may each send 
sensor data or indications thereof to a remote server or a 
server connected to the same network as the first device and 
the second device. The server may correlate the first indica 
tion and the second indication to obtain a correlation value at 
630 and determine that the correlation value is above a thresh 
old value at 640. The server may provide a third indication to 
at least one of the first device and the second device 650. The 
third indication may be based on the determination that the 
correlation value is above the threshold value. The third indi 
cation may be basis for the second device to provide at least a 
portion of the first identity to the first device. 

In an implementation, a system is disclosed that includes a 
server, a first device, and a second device. FIG. 7 is an 
example of the disclosed system. The server 770 may include 
a server processor 780 that is configured to receive a first 
indication based on a gesture detected by a first sensor 730 
connected to a first device 710 to which a first identity is not 
associated. The server processor 780 may receive a second 
indication based on the gesture detected by a second sensor 
760 connected to a second device 740 to which the first 
identity is associated. The server 770 may be connected to the 
first device 710 and the second device 740 by a network 
connection 790, for example. The server 770 may correlate 
the first indication and the second indication to obtain a cor 
relation value and determine that the correlation value is 
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10 
above a threshold value. The server processor 780 may pro 
Videa third indication to at least one of the first device 710 and 
the second device 740. As stated above, the third indication 
may be based on the determination that the correlation value 
is above the threshold value and provide a basis for the second 
device 740 to provide at least a portion of the first identity to 
the first device 710. 
The first device 710 may include a first processor 720 and 

at least one first sensor 730. The first processor 720 may be 
configured to detect the gesture by the at least one first sensor 
730. The gesture may be associated with a time reference such 
as one or more time stamped images captured from a camera 
or accelerometer data. The first processor 720 may be con 
figured to send a first indication of the gesture to the server 
770. The second device 740 may include a second processor 
750 and at least one second sensor 760. The second processor 
750 may detect the gesture by the at least one second sensor 
760 and send a second indication of the gesture to the server 
770. At least one of the first device 710 or the second device 
740 may receive the third indication. In some configurations, 
the second device 740 may provide at least a portion of the 
first identity to the server 770 based on the third indication. 
The server 770 may provide the portion of the first identity to 
the first device 710. 

In some configurations, the server may be a cloud based 
server that hosts the first identity. For example, the user's 
preferences, bookmarks, browsing history, purchase history, 
logon information, credentials, etc. may be stored in a cloud 
computing system (i.e., the server). Subsequent to determin 
ing the correlation value exceeds the threshold value, the 
server may provide the portion of the first identity to the first 
device. Thus, the server may act independently of the second 
device with respect to the first identity as opposed to acting as 
a conduit for the first identity between the first device and the 
second device. 

In situations in which the systems discussed here collect 
personal information about users, or may make use of per 
Sonal information, the users may be provided with an oppor 
tunity to control whether programs or features collect user 
information (e.g., information about a user's Social network, 
Social actions or activities, profession, a user's preferences, or 
a user's current location), or to control whether and/or how to 
receive content from the content server that may be more 
relevant to the user. In addition, certain data may be treated in 
one or more ways before it is stored or used, so that personally 
identifiable information is removed. For example, a user's 
identity may be treated so that no personally identifiable 
information can be determined for the user, or a user's geo 
graphic location may be generalized where location informa 
tion is obtained (such as to a city, ZIP code, or state level), so 
that a particular location of a user cannot be determined. 
Thus, the user may have control over how information is 
collected about the user and used by a content server. 
The foregoing description, for purpose of explanation, has 

been described with reference to specific implementations. 
However, the illustrative discussions above are not intended 
to be exhaustive or to limit implementations of the disclosed 
subject matter to the precise forms disclosed. Many modifi 
cations and variations are possible in view of the above teach 
ings. The implementations were chosen and described in 
order to explain the principles of implementations of the 
disclosed Subject matter and their practical applications, to 
thereby enable others skilled in the art to utilize those imple 
mentations as well as various implementations with various 
modifications as may be Suited to the particular use contem 
plated. 
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The invention claimed is: 
1. A method, comprising: 
receiving a first indication based on a gesture detected by a 

touch sensitive display connected to a first device to 
which a first identity is not associated, wherein the first 
identity comprises at least one credential of a user; 

receiving a second indication based on the gesture detected 
by an accelerometer connected to a watch to which the 
first identity is associated, wherein the first device and 
the watch do not physically contact one another during 
performance of the gesture; and 

associating at least part of the first identity to the first 
device based on a similarity between the first indication 
and the second indication, wherein the association of at 
least part of the first identity with the first device allows 
the first device to provide the at least one credential to an 
application being accessed by the user on the first 
device. 

2. The method of claim 1, further comprising pairing the 
first device and the watch. 

3. The method of claim 1, further comprising discovering, 
by the first device, the watch. 

4. The method of claim 1, further comprising determining 
that the watch is withina threshold distance of the first device. 

5. The method of claim 1, wherein the gesture comprises a 
signature that is unique to the first identity. 

6. The method of claim 1, wherein the gesture received 
determines a level of access to one or both of the first device 
or information about the first identity. 

7. The method of claim 1, further comprising specifying 
the gesture by the first device. 

8. The method of claim 1, further comprising receiving, by 
the first device, the portion of the first identity from the watch. 

9. The method of claim 1, wherein the first device com 
prises a camera. 

10. The method of claim 1, wherein the gesture corre 
sponds to a time reference. 

11. The method of claim 1, further comprising correlating 
the first indication and the second indication to obtain a cor 
relation value. 

12. The method of claim 11, further comprising determin 
ing that the correlation value is above a threshold value. 

13. A system, comprising: 
a first device to which a first identity is not associated, 

wherein the first identity comprises at least one creden 
tial of a user and wherein the first device comprising a 
first processor, and a touch sensitive display, configured 
tO: 

receive a first indication based on a gesture detected by 
the touch sensitive display; 

receive a second indication based on the gesture detected 
by an accelerometer connected to a watch to which the 
first identity is associated, wherein the first device and 
the watch do not physically contact one another dur 
ing performance of the gesture; 

associate at least a part of the first identity to the first 
device based on a similarity between the first indica 
tion and the second indication, wherein the associa 
tion of at least part of the first identity with the first 
device allows the first device to provide the at least 
one credential to an application being accessed by the 
user on the first device; and 

the second device to which the first identity is associated, 
the second device comprising a second processor and at 
least one second sensor, configured to: 
provide a second indication to the first device based on 

the gesture detected by the accelerometer; and 
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12 
provide the at least a part of the first identity to the first 

device. 
14. The system of claim 13, the first processor further 

configured to pair the first device and the watch. 
15. The system of claim 13, the first processor further 

configured to discover the watch. 
16. The system of claim 13, the first processor further 

configured to determine that the watch is within a threshold 
distance of the first device. 

17. The system of claim 13, wherein the gesture comprises 
a signature that is unique to the first identity. 

18. The system of claim 13, wherein the gesture received 
determines a level of access to one or both of the first device 
or information about the first identity. 

19. The system of claim 13, the first processor further 
configured to specify the gesture by the first device. 

20. The system of claim 13, the first processor further 
configured to receive the portion of the first identity from the 
watch. 

21. The system of claim 13, wherein the first device com 
prises a camera. 

22. The system of claim 13, the first processor further 
configured to correlate the first indication and the second 
indication to obtain a correlation value. 

23. The system of claim 22, the first processor further 
configured to determine that the correlation value is above a 
threshold value. 

24. A method, comprising: 
receiving, by a server, a first indication based on a gesture 

detected by a touch sensitive display connected to a first 
device to which a first identity is not associated, the 
gesture corresponding to a time reference, wherein the 
first identity comprises at least one credential of a user; 

receiving, by the server, a second indication based on the 
gesture detected by an accelerometer connected to a 
watch to which the first identity is associated, wherein 
the first device and the watch do not physically contact 
one another during performance of the gesture; 

correlating, by the server, the first indication and the sec 
ond indication to obtain a correlation value; 

determining that the correlation value is above a threshold 
value; and 

providing a third indication to at least one of the first device 
and the watch, wherein the third indication is based on 
the determination that the correlation value is above the 
threshold value and wherein the third indication is a 
basis for the watch to provide at least a portion of the first 
identity to the first device and allows the first device to 
provide the at least one credential to an application being 
accessed by the user on the first device. 

25. A system, comprising: 
a server comprising a server processor, the server processor 

configured to: 
receive a first indication based on a gesture detected by 

a touch sensitive display connected to a first device to 
which a first identity is not associated, the gesture 
corresponding to a time reference, wherein the first 
identity comprises at least one credential of a user; 

receive a second indication based on the gesture detected 
by an accelerometer connected to a watch to which the 
first identity is associated, wherein the first device and 
the watch do not physically contact one another dur 
ing performance of the gesture; 

correlate the first indication and the second indication to 
obtain a correlation value; 

determine that the correlation value is above a threshold 
value; and 
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provide a third indication to at least one of the first device 
and the watch wherein the third indication is based on 
the determination that the correlation value is above 
the threshold value and wherein the third indication is 
a basis for the watch to provide at least a portion of the 5 
first identity to the first device and allows the first 
device to provide the at least one credential to an 
application being accessed by the user on the first 
device; and 

a first device comprising a first processor and a touch 10 
sensitive display, configured to: 
detect the gesture by the touch sensitive display, the 

gesture corresponding to the time reference; 
send a first indication of the gesture to the server; 

a watch comprising a second processor and an accelerom- 15 
eter, configured to: 
detect the gesture by the accelerometer; 

send a second indication of the gesture to the server. 
k k k k k 
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